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1 Strengthening Security & Business Continuity Together!

At Access Bank (SL) Ltd., we are committed tc excellence, security, and resilience in all our cperations. As
part of our continuous efforts to uphold ISO/IEC 27001:2022 {Information Security Management) and SO
22301:2019 (Business Continuity Management), we invite all stakeholders—including customers, vendors,
and partners—to align with our security and continuity initiatives.

Our Commitment
v Ensuring effective security and business continuity measures that comply with legal, regulatery, and
contractual requirements.
v Embedding robust policies, processes, and controls to protect confidentiality, integrity, and availability of
information.
v Encouraging all stakeholders tc adopt best security and continuity practices in line with internaticnal

standards.

Our Information Security & Business Continuity Objectives

+ 100% Protection of customers’ confidential information.
¥ 100% Awareness to build a culture of security and resilience across the organization.

¢ 90% Assurance of recovering and restoring critical business processes within target recovery cbhjectives.

What This Means for You
+ Your data is secure, and services remain uninterrupted.
+ Compliance with our security policies ensures a trusted partnership.

+ QOur adherence to international standards guarantees industry-leading security.

Your Role in Security & Resilience
£4 Adhere 1o the security and continuity requirements cutlined in agreements.
L4 Participate in awareness programs and audits, where applicable.

2 Report risks or concerns that could impact cur shared cbjectives.

@ For inquiries, contact: ¥ SierraLecneCorporateCommunication@accessbankplc.com

<’ Together, We Build a Secure & Resilient Future!



